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1 Port Mapping 

N58 supports dial-up networking via PPP, RNDIC, etc. Variants with different Vender IDs (VIDs) and 

product IDs (PIDs) support different networking dial-up mode. You can select a mode through 

AT+NETSHAREMODE=1/0. The mapping between the ports and dial-up modes is shown in the 

following table. 

Table 1-1 N58 port mapping 

Model VID PID Dial-up Mode Port Mapping Function 

N58 

0x2949 0x7401 PPP/RNDIS 

RNDIS(01) RNDIS NIC port 

MODEM(02) Private data service port 

NMEA (03) GPS data output port 

AT(04) AT Command port 

Diag(05) Diagnosis port 

CPLOG(06) Kernel CP log output port 

APLOG(07) AP log output port 

OPENCON(08) Log output port for OpenCPU 

0x2949 0x7402 PPP/ECM 

ECM(00) RNDIS NIC port 

MODEM(02) Private data service port 

NMEA (03) GPS/BD data output port 

AT(04 ) AT Command port 

Diag(05) Diagnosis port 

CPLOG(06) Kernel CP log output port 

APLOG(07) AP log output port 

OPENCON(08) Log output port for OpenCPU 
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2 Loading USB-to-Serial Driver 

The host communicates with the module through USB ports, the functions of which might vary. For 

example, AT port is used to issue AT commands and return reponses, Modem port is used for PPP 

dial-up (via AT commands), and CPLOG port is used for Coolwatcher debugging. For details of the 

N58 ports, see Table 1-1. 

To ensure that the host can identify N58 and enumerate the USB ports as ttyUSB devices in /dev/, you 

need to add the USB-to-serial driver into the host. 

This chapter mainly describes how to check whether the host detects the USB devices of the module 

and how to load the USB-to-Serial driver, including loading the driver through commands and through 

rebuilding the kernel after modifying the code. 

2.1 Identifying Module 

You can check whether the host identifies the N58 module in two manners:  

⚫ lsusb 

If the host supports lsusb, issue lsusb to check USB devices.  

 

 

 

If the host identifies the module, the terminal prints the VID and PID (2949:7401) of the N58 

module. 

⚫ dmesg log 

If the host does not support lsusb, capture the dmesg log to check whether the host identifies 

N58. 
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If the host does not identify the module, troubleshoot the issue by checking the hardware circuits: 

⚫ Whether the N58 is connected to the host. 

⚫ Whether the N58 is powered on and its 45th pin outputs 1.8 V level. 

⚫ Whether the USB cables are connected properly and whether they are damaged.  

2.2 Adding USB-to-Serial Driver 

When debugging the N58 module in a Linux OS, you can adopt one of the following two methods to 

add the USB-to-Serial driver and enumerate the USB devices:  

⚫ by executing commands  

⚫ by rebuilding kernel.  

Ensure that the host detects the module before adding the driver. 

2.2.1 By Executing Commands (valid temporarily) 

You can add the USB-to-Serial driver through the modprobe Linux command. Adopt one of the 

following two methods to add the driver. Note that the driver added in this method will not work after 

the host is restarted. 

⚫ Add the drivers and enable them in one step. 

sudo modprobe usbserial vendor=0x2949 product=0x7401 

⚫ Perform the execution in two steps. 

sudo modprobe option   // load the driver 

sudo echo 2949 7401 > /sys/bus/usb-serial/drivers/option1/new_id   // enable the driver 
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After performing the execution, the device nodes ttyUSB0, ttyUSB1, ttyUSB2, and ttyUSB3 are 

displayed in /dev. 

2.2.2 By Rebuilding Kernel 

You can also add the driver into kernel by modifying kernel/drivers/usb/serial/option.c and then 

compiling it. The driver added though this method is valid all the time even if the host is restarted.  

Editing Code  

You can decide whether to enumerate all ports.  

⚫ If only the PPP dial-up is used, you do not have to filter out ports.  

Open the option.c file and Add the VIDs and PIDs of N58 to the data set option_ids[]. 
static const struct usb_device_id option_ids[] = { 

{ USB_DEVICE(0x2949, 0x7401) }, 

{ USB_DEVICE(0x2949, 0x7402) }, 

… … 

} 

 

⚫ If you need the NIC port for dial-up connection, modify the option.c file in either of the following 

way to filter out the NIC port: 

− Blacklist  

Add a blacklist to the option_ids[] data set in option.c and then add the corresponding NIC 

port to the blacklist. The port specified in the blacklist will be skipped when the host loads 

USB-to-serial driver. 

This method is recommended for Linux kernels later than 3.8. 

static const struct option_blacklist_info neoway_2949_7401_blacklist = { 

.reserved = BIT(1) , //filter out port 1 

}; 

 

static const struct option_blacklist_info neoway_2949_7402_blacklist = { 

.reserved = BIT(0),   // filter out port 0 

}; 

static const struct usb_device_id option_ids[] = { 

{USB_DEVICE(0x2949, 0x7401),   

.driver_info = (kernel_ulong_t)&neoway_2949_7401_blacklist }, 

{USB_DEVICE(0x2949, 0x7402), 

.driver_info = (kernel_ulong_t)&neoway_2949_7402_blacklist }, 

… … 

} 

 

− option_probe function 
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The kernel version of Linux OS earlier than 3.8 does not support blacklist, and you can add 

an if statement in the option_probe function to filter out the NIC port.  

For example, filter out RNDIS (port 1), add the following code to the option_probe function 

to. 

static int option_probe(struct usb_serial *serial,const struct usb_device_id *id) 

{ 

… … 

if (serial->dev->descriptor.idVendor == 0x2949 && 

serial->dev->descriptor.idProduct == 0x7401 && 

serial->interface->cur_altsetting->desc.bInterfaceNumber == 1)  

//only filter out port 1 

return -ENODEV; 

/* Store device id so we can use it during attach. */ 

usb_set_serial_data(serial, (void *)id); 

return 0; 

} 

 

⚫ To filter out other ports, add an if statement in the option_probe function.  

For example, add the following code to filter out ports 1, 3, and 5 and reserve the other ports:  

static int option_probe(struct usb_serial *serial,const struct usb_device_id *id) 

{ 

… … 

if (serial->dev->descriptor.idVendor == 0x2949 && 

serial->dev->descriptor.idProduct == 0x7401 && 

(serial->interface->cur_altsetting->desc.bInterfaceNumber == 1 || 

serial->interface->cur_altsetting->desc.bInterfaceNumber == 3 || 

serial->interface->cur_altsetting->desc.bInterfaceNumber == 5)) 

//filter out ports 1, 3 and 5 

return -ENODEV; 

/* Store device id so we can use it during attach. */ 

usb_set_serial_data(serial, (void *)id); 

return 0; 

} 

Rebuilding Kernel 

Follow the steps below to add the USB-to-Serial driver into the Linux kernel. 

Step 1: Navigate to the Linux kernel directory. 

Step 2: Execute make menuconfig.  

The kernel configuration is displayed. 

Step 3: Configure kernel and select USB driver for GSM and CDMA modems. 

Device Drivers  ---> 

[*] USB support  ---> 

<*>   USB Serial Converter support  ---> 

<*>   USB driver for GSM and CDMA modems (CONFIG_USB_SERIAL_OPTION=y) 
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Step 4: Select Save and Exit. 

Step 5: Compile the source code to rebuild kernel and then restart the host.  

2.3 Verifying Added Driver 

After the USB-to-serial driver is added, perform the following steps to verify whether the driver is added 

successfully: 

Step 1: Power up and restart the host and issue ls /dev/ttyUSB* to query ttyUSB devices. 

If the host enumerates ttyUSB devices in the /dev directory, the USB-to-Serial driver has been 

added successfully. 

 

 

Step 2: Check the ports mapping to the ttyUSB devices. 

Table 2-1 shows the ports mapping of N58 after the driver is loaded by the host. 
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Table 2-1 Ports mapping to the ttyUSB devices 

Port Name Function Device Node 

RNDIS RNDIS NIC port ttyUSB0 

MODEM Private data service port ttyUSB1 

NMEA  GPS data output port ttyUSB2 

AT AT Command port ttyUSB3 

Diag Diagnosis port ttyUSB4 

CPLOG Kernel CP log output port ttyUSB5 

APLOG Application log output port ttyUSB6 

OPENCON Log output port of OpenCPU ttyUSB7 

 

Both the modem port and the AT port can be used for AT transmission. To locate the correct 

ttyUSB device, you can send AT commands through the ttyUSB devices one by one.  

Step 3: Check the port mapping. 

1. Issue lsusb -t to check the USB information of the host. 

 

 

2. Use the ls command to check the port information in the sysfs directory. 

The information of all USB devices are saved in the 3-5 folders under /sys/bus/usb/devices/. 

For example, 3-5:1.2 corresponds to the modem port; 3-5:1.4 corresponds to the AT port. 
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3 Debugging Module 

The AT function of the module can be debugged through the serial-port tool or echo commands on a 

Linux OS. 

3.1 Through Serial-Port Tool 

minicom is one of the most commonly used serial-port tools on Linux. After locating the USB device 

mapping to the AT port, perform the following operations in the tool to interact with N58: 

Step 1: Start minicom and configure the parameters of the serial ports. 

1. Run the minicom –s command. The configuration UI is displayed. 

2. Select Serial port setup and press Enter. 

 

 

3. In the setup UI, select a letter to set the parameter. 

Generally, you need to specify Serial Device only and the rest parameters use the default 

values. 

4. Type A, modify the value to /dev/ttyUSB2, and then press Enter. 
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5. Select Save setup as dfl. 

The configurations will be saved as the default setup. You can skip this step and run minicom 

commands directly next time. 

 

 

6. Select Exit. 

Step 2: Send AT commands to interact with the module. 

 

 

Step 3: Press Ctrl+A and then press Q to exit from the minicom tool.  
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3.2 Through echo Commands 

echo commands can be used to print character strings in terminals and send AT commands to ttyUSB 

devices. To facilitate debugging, start two terminals: one for AT command input, and one for AT 

response display. 

 

 

 

 

⚫ Modem port and AT port can be used to send AT commands. It is recommended to use the AT port. If modem 

port is used to issue commands to N58, it cannot be used for PPP dial-up, resulting in the failure of network 

share via PPP. 

⚫ If any messages are displayed to ask for permission, modify the permission for the ttyUSB port to root. 

 

 ⚫ If the AT command contains any special character, add \ before it. 
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4 PPP Dial-up 

All two configuration modes of N58 support dialup networking using PPP. This chapter describes how 

to access to the Internet using the PPPD script on Linux. The N58 module with VID:0x2949 PID:0x7401 

is used as an example. 

4.1 Adding USB Driver 

Refer to Chapter 2 to add the USB-to-Serial driver and find the corresponding modem port. 

4.2 Adding PPP Support to Kernel 

1. Configure PPP in the kernel in the following path. 

Device Drivers  ---> 

[*]  Network device support (NETDEVICES [=y])  ---> 

{*}  PPP(point-to-point protocol)support 

 

Linux generally embeds PPP in its kernel by default. 

2. Select Save and then Exit. 

3. Compile the code to rebuild kernel and then burn it to the host. 

4. Restart the host. 
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4.3 PPPd Dial-up Scripts 

Ensure that the Linux OS embeds the pppd and chat programs before dialing up. If the Linux OS does 

not contain pppd, install kppp, which contains the pppd program. pppd 2.4.5 or pppd 2.4.7 are 

recommended. 

4.3.1 PPPd Scripts 

All PPPd scripts and configuration files are stored in the /etc/ppp directory. 

 

 

⚫ ip-up: a script that configures settings after a connection is set up. 

⚫ ip-down: a script that is used after the connection is disconnected. 

The peers/ directory is used to store custom files. Add the Neoway-pppdial and Neoway-chat-connect 

folders in this directory. 

⚫ Neoway-pppdial: configurations. 

⚫ Neoway-chat-connect: AT commands and responses between chat and the module. 

4.3.2 PPPd Configuration Files 

This section provides example code of the Neoway-pppdial and Neoway-chat-connect scripts. 

Note that you should add ttyUSB based on the actual configurations. In this example, the modem port 

maps ttyUSB2. 

File: /etc/ppp/peers/Neoway-pppdial 

#ttyUSBX mapping modem interface;The China Telecom 2G/3G needs to  

#set the username and password to be “ctnet@mycdma.cn” and “vnet.mobi”,  

#others,use the default parameters “card” and “card”for username and password. 

/dev/ttyUSB2    #modem port of N58 

user "card" 

password "card" 

 

#The following parameters are recommended to keep the default settings,  

#and you can also modify according to your own conditions. 

115200 

hide-password 

noauth 

debug 

noipdefault 

mailto:ctnet@mycdma.cn
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local 

lock 

dump 

nodetach 

remotename cmnet 

ipparam cmnet 

usepeerdns 

connect '/usr/sbin/chat -s -v -f /etc/ppp/peers/gprs-chat' 

 

File: /etc/ppp/peers/Neoway-chat-connect 

TIMEOUT 5 

ABORT "BUSY" 

ABORT "DELAYED" 

ABORT "ERROR" 

ABORT "NODIALTONE" 

ABORT "NOCARRIER" 

TIMEOUT 5 

 

''AT 

OK AT+CSQ 

OK AT+CGDCONT=1,"IP","ctnet" 

OK ATD*99# 

CONNECT '' 

 

Table 4-1 shows the APN information of each carrier in China. 

Table 4-1 APN information of carriers 

Carrier Network Modes APN Dial-up Number 

China Mobile 2G/3G/4G CMNET *99# 

2G IoT of China Mobile 2G CMMTM *99# 

4G IoT of China Mobile 4G CMIOT *99# 

China Unicom 2G/3G/4G 3GNET *99# 

China Telecom 
2G/3G CTNET 

*99# 
4G CTLTE 

 

For other networks, consult your carriers. 

 

 

If you use the SIM card with a private network, obtain user and password from carriers when necessary. 
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4.4 Dial-up Using PPPd Script 

1. Issue the following AT commands. 

AT+CPIN?              //Check if the SIM card is identified 

AT+CSQ                //Query the RSSI of current signal. 

AT+CGATT?            //Query the attachment status of the data service. 

AT$MYSYSINFO         //Query the network mode registered. 

 

See the initialization process of N58 in Appendix. For the return values of the commands, see 

Neoway_N58_AT_Command_Manual. 

Ensure that the module registers a network. 

2. Set the APN, user name, password, authentication correctly. 

For details about the commands, see Neoway_N58_AT_Command_Manual. 

Set PDP context. 

AT+CGDCONT=1,"IP","CMNET" 

OK 

 

Query current PDP context. 

AT+CGDCONT? 

+CGDCONT:         

1,"IP","CMNET","0.0.0.0",0,0,0,0 

OK 

 

Set authentication. 

AT+XGAUTH=1,1,”gsm”,”1234”  

OK 

 

3. Check if APN, user name, and password has been configured correctly in the following scripts. 

nodetach 

user  “gsm” 

password “1234” 

remotename cmnet 

 

4. Execute pppd call Neoway-pppdial. 
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4.5 Testing and Closing Connection 

4.5.1 Testing the Connection 

Step 1: Input ifconfig -a to check the IP address. 

 

 

Step 2: Ping a valid IP address to check if the host is connected to the Internet.  

 

 

Step 3: Ping a valid domain name. 

 

 

⚫ If a website cannot be reached through its IP address, add the default router: ip route add 

default dev ppp0. 
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⚫ If a website can be reached through its IP address but cannot be reached through its domain 

name, configure the DNS manually: system("echo 'nameserver 8.8.8.8' > /etc/resolv.conf"). 

 

 

4.5.2 Closing the Connection 

You can execute # killall pppd to close a PPP dial-up connection. 

 

 

4.6 Reconnecting 

If the module fails to connect to the network or the connection is closed, stop the PPP dial-up and then 

dial up to the network again.
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5 RNDIS Dial-up 

The N58 module with a PID of 0x7401 supports RNDIS dialup. 

5.1 Adding VID and PID to Kernel 

To use RNDIS dial-up function, filter out RNDIS port. 

In kernel/drivers/usb/serial/option.c, add VID:0x2949 PID:0x7401 to option_ids.  

For details, refer to Chapter 2.2.2 By Rebuilding Kernel. 

static const struct option_blacklist_info neoway_2949_7401_blacklist = { 

.reserved = BIT(1) ,  // filter out port 1 

}; 

 

static const struct usb_device_id option_ids[] = { 

{ USB_DEVICE(0x2949, 0x7401),   

.driver_info = (kernel_ulong_t)&neoway_2949_7401_blacklist }, 

… … 

} 

5.2 Adding RNDIS Driver to Kernel 

Step 1: Navigate to kernel and execute make menuconfig. 

Device Drivers  ---> 

-*- Network device support  ---> 

{M}   USB Network Adapters  ---> 

{*}   Multi-purpose USB Networking Framework (CONFIG_USB_NET=m) 

{M}   Host for RNDIS and ActiveSync devices  

(CONFIG_USB_NET_RNDIS_HOST=m) 

 

Step 2: Configure the kernel and select the RNDIS option. 

Step 3: Save the configuration and exit. 

Step 4: Rebuild kernel and burn it into the host. 

Step 5: Restart the host. 
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Step 6: Check whether the RNDIS driver is loaded successfully. 

⚫ Input lsusb -t to check if the device is identified correctly. 

 

 

⚫ Input ifconfig to check if the RNDIS device is displayed. 
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Step 7: Check the ports sequence. 

Execute ls /dev/tty* to load the device nodes of the USB driver. 

 

 

After RNDIS is loaded as the NIC device, the ports are enumerated starting from modem instead of 

RNDIS. Table 5-1 shows the new ports mapping of N58 in this situation. 

Table 5-1 Ports mapping of N58 (during RNDIS dial-up)  

Port Mapping Function Device No. 

RNDIS RNDIS NIC port ttyUSB0 

MODEM Private data service port ttyUSB0 

NMEA GPS/BD data output port ttyUSB1 

AT AT Command port ttyUSB2 

Diag Diagnosis port ttyUSB3 

CPLOG Kernel CP log output port ttyUSB4 

APLOG Application log output port ttyUSB5 

OPENCON Log output for OpenCPU ttyUSB6 

5.3 Dialing Up 

For details about the commands, see Neoway_N58_AT_Command_Manual. 

Step 1: Send the following AT commands to check whether the N58 module is registered to the network. 

You can refer to the initialization process of N58 in Appendix. 

AT+CPIN?             //Check if the SIM card is identified 

AT+CSQ               //Query the RSSI of current signal. 

AT+CGATT?            //Query the attachment status of the data service. 

AT$MYSYSINFO        //Query the network mode registered. 

 

Step 2: Set the APN, user name, password, authentication correctly 

1. Set PDP context. 

AT+CGDCONT=1,"IP","CMNET"          
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OK 

2. Query current PDP context. 

AT+CGDCONT? 

+CGDCONT:         

1,"IP","CMNET","0.0.0.0",0,0,0,0 

OK 

 

3. Set authentication. 

AT+XGAUTH=1,1,”gsm”,”1234”  

OK 

 

Step 3: Send AT+NETSHAREACT=? to query the range of the parameters. 

AT+NETSHAREACT=? 

+NETSHAREACT: (0-11),(0-1),(0-1),"apn","user","passwd",(0-3) 

 

Step 4: Send AT+NETSHAREACT? to query the RNDIS dial-up status. 

AT+NETSHAREACT? 

+NETSHAREACT: 1,0,,,"IPV4",RNDIS           // The connection is established successfully. 

AT+NETSHAREACT? 

+NETSHAREACT: 0,0,,,"IPV4",RNDIS           // Fail to establish the connection. 

 

Step 5: Send AT+NETSHAREACT=2,1,0 to make a dial-up connection. 

AT+NETSHAREACT=2,1,0 

OK 

 

Step 6: Send AT+NETSHAREACT=2,0,0 to close the connection. 

AT+NETSHAREACT=2,0,0 

OK 

5.4 Testing and Closing Connection 

5.4.1 Testing the Connection 

1. Input ifconfig to check the IP address of usb0. 
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2. Ping a valid website to check if the host is connected to the Internet.  

 

 

For details, refer to section 4.5.1 Testing the Connection.  

5.4.2 Closing the Connection 

You can send AT+NETSHAREACT=2,0,0 to close the connection. 

 

5.5 Reconnecting 

Send an AT command to check the dial-up connection status. If the connection is closed, dial up to the 

network again. 

//No dial-up connection has been set up or the connection is closed. 

AT+NETSHAREACT? 

+NETSHAREACT: 0,0,,,"IPV4",RNDIS  
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6 ECM Dial-up 

The N58 module whose PID is 0x7402 supports ECM dialup. 

6.1 Adding VID and PID 

To use ECM dial-up function, filter out ECM port. 

In kernel/drivers/usb/serial/option.c, add VID:0x2949 PID:0x7402 to option_ids.  

For details, refer to Chapter 2.2.2 By Rebuilding Kernel. 

static const struct option_blacklist_info neoway_2949_7402_blacklist = { 

.reserved = BIT(0) , 

}; 

 

static const struct usb_device_id option_ids[] = { 

{ USB_DEVICE(0x2949, 7402), 

.driver_info = (kernel_ulong_t)&neoway_2949_7402_blacklist }, 

… … 

} 

6.2 Adding ECM Driver to Kernel 

Step 1: Navigate to kernel and execute make menuconfig. 

Device Drivers  ---> 

-*- Network device support  ---> 

{M}   USB Network Adapters  ---> 

{*}  Multi-purpose USB Networking Framework (CONFIG_USB_NET=m) 

{M}  CDC Ethernet support (smart devices such as cable modems) 

(CONFIG_USB_NET_CDCETHER=m) 

 

Step 2: Configure the kernel and select the ECM option. 

Step 3: Save the configuration and exit. 

Step 4: Rebuild kernel and burn it into the host. 

Step 5: Restart the host. 
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Step 6: Check whether the ECM driver is loaded successfully. 

1. Input lsusb -t to check if the device is identified correctly. 

 

 

2. Input ifconfig to check if the ECM device is displayed. 
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6.3 Dialing Up 

For details about the commands, see Neoway_N58_AT_Command_Manual. 

Step 1: Send the following AT commands to check whether the N58 module is registered to the network. 

You can refer to the initialization process of N58 in Appendix. 

AT+CPIN?             //Check if the SIM card is identified 

AT+CSQ               //Query the RSSI of current signal. 

AT+CGATT?            //Query the attachment status of the data service. 

AT$MYSYSINFO        //Query the network mode registered. 

 

Step 2: Set the APN, user name, password, authentication correctly 

1. Set PDP context. 

AT+CGDCONT=1,"IP","CMNET"  

OK 

2. Query current PDP context. 

AT+CGDCONT? 

+CGDCONT:         

1,"IP","CMNET","0.0.0.0",0,0,0,0 

OK 

 

3. Set authentication. 

AT+XGAUTH=1,1,”gsm”,”1234”  

OK 

 

Step 3: Send AT+NETSHAREACT=? to query the range of the parameters. 

AT+NETSHAREACT=? 

+NETSHAREACT: (0-11),(0-1),(0-1),"apn","user","passwd",(0-3) 

 

Step 4: Send AT+NETSHAREACT? to query the ECM dial-up status. 

AT+NETSHAREACT? 

+NETSHAREACT: 1,0,,,"IPV4",ECM           // the connection is established successfully. 

AT+NETSHAREACT? 

+NETSHAREACT: 0,0,,,"IPV4",ECM           // fail to establish the connection. 

 

Step 5: Send AT+NETSHAREACT=2,1,0 to make a dial-up connection. 

AT+NETSHAREACT=2,1,0 

OK 

 

Step 6: Send AT+NETSHAREACT=2,0,0 to close the connection. 

AT+NETSHAREACT=2,0,0 

OK 
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6.4 Testing and Closing Connection 

6.4.1 Testing the Connection 

1. Input ifconfig to check the IP address of usb0. 

 

 

2. Ping a valid website to check if the host is connected to the Internet.  

 

 

For details, refer to section 4.5.1 Testing the Connection.  

6.4.2 Closing the Connection 

You can send AT+NETSHAREACT=2,0,0 to close the connection. 
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6.5 Reconnecting 

Send an AT command to check the dial-up connection status. If the connection is closed, dial up to the 

network again. 

//No dial-up connection has been set up or the connection is closed. 

AT+NETSHAREACT? 

+NETSHAREACT: 0,0,,,"IPV4",ECM  
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7 FAQ 

Q: Why cannot I find the USB ports after adding the VID and PID of the module to the kernel and 

executing ls /dev/ttyUSB*? 

A:  

1. Check it the cables are connected properly and correctly. 

2. Check if the module is powered up and connected through USB. 

Input lsusb or dmesg to check the USB device information. 

3. Check the VID and PID are added correctly. 

4. Check if the modifications are compiled by the system. 

You can find the USB ports by inputting ls /dev/ttyUSB* if all the above are correct. 
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Appendix 

A.1 Initialization Process 

Ensure that the module is initialized before setting up a dial-up connection. 

AT 

OK 

 

AT+GMR 

+GMR: N58-R02-STD_BZ-02 

OK 

 

AT+CCID 

+CCID: 898600030450A3163280 

OK 

 

AT+CPIN? 

+CPIN: READY 

OK 

 

AT+CSQ 

+CSQ: 25,99 

OK 

 

AT+CREG?   // Query network registration status. 

+CREG: 0,1 

OK 

 

AT+CGATT?  // Query the attach status of data service. 

+CGATT: 1 

OK 

 

AT$MYSYSINFO   // Query the current network standard. 

$MYSYSINFO: 4,01  

OK  
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Figure A-1 Initialization process 
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Wait for 7 seconds after the module is powered on to send AT for baud rate automatic detection. 



 

N58 Linux Integration Guide  

A Appendix  

 

Copyright © Neoway Technology Co., Ltd 36 

 

If UART does not return code after 15 times, check if the baud rate and UART communication settings 

are correct and if the module is powered on. If everything is OK, restart the module. 

ICCID of the SIM card is used to determine whether the module identifies the SIM card and determines 

the carrier information based on the country code and carrier code. 

If +CPIN: ERROR, +CME ERROR, or ERROR is returned to AT+CPIN?, the module does not identify 

the SIM card. You shall restart the module after ensuring the card is valid.  

if the PIN code is inputted incorrectly for three times, the PUK code is requested. If the PUK code is 

inputted incorrectly for 10 times, the SIM card will be locked permanently and unable to be unlocked. 

If the module returns +CSQ:99,99 to AT+CSQ, it does not receive any network signal. If the module 

does not receive any network signal after querying RSSI for 40 times, check the antenna connection, 

change the location, and restart the module. The return value is in the format of +CSQ: X,Y, wherein, 

Y indicates the error rate and its value ranges from 0 to 7. The greater the value is, the higher the error 

rate is. It is valid only for voice calls.  

If the module does not return +CGATT:1 to AT+CGATT? for 10 times, attach the network manually: 

send AT+CGATT=0 to de-attach the network; after the module returns OK, send AT+CGATT=1 to 

attach the network. 

A.2 External Protocol Process 
AT+CGDCONT=1,"IP","CMNET" 

OK 

 

AT+XGAUTH=1,1,"GSM","1234" 

OK 

Add this command if authentication is required. 

The default user name and password for a China Mobile card are 

GSM and 1234; that for a China Telecom or China Unicom card are 

CARD and CARD. 

If the user name and password are specified, set them to the 

specified one. 

ATD*99# 

CONNECT 
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Figure A-2 External protocol process 
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If a SIM card with a private network IP address is used and authentication is required, send the following 

commands: AT+CGDCONT=1," IP"," CMNET" and then AT+XGAUTH=1,1,"GSM","1234".  

The dial-up command times out if the module does not return any value within 10 seconds. 

If dialup fails for 5 times, initialize the module again. Before initialization, check whether the USIM card 

is valid and whether the module registers to the network successfully. 

A.3 Troubleshooting 

If the module fails to dial-up to the network, perform the following operations to troubleshoot the issue: 

1. Check if the module is initialized and if it registers to a network.  

2. Check if the SIM card used is out of service. 

3. Check if the APN, user name and password, and authentication are set correctly for the SIM card 

(note the case difference). 

4. Check if the APN, user name and password, and authentication are set correctly in dial-up 

commands or programs (note the case difference). 
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